
Do you implement any data encryption?
Data encryption for the Cloud version of the products:

If HTTPS is configured properly, the data in transit will be encrypted over SSL (TLS 1.3).
The Cloud infrastructure is hosted and maintained on AWS (the USA, N.Virginia).
Recommended security measures of AWS are enabled (security groups, etc.).
The data at rest (stored on AWS S3) is encrypted and anonymized*.

*We collect and store some data that is sent to us for checking. It is used for improving the quality of the services. These are only the sentences where 
changes are made by users with the help of the service (accept or ignore suggestion). The data is aggregated and anonymized, it is not tied to a specific 

 company or a person. The data at rest is encrypted and has limited access.
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